Privacy and Security Notice
Welcome to the public access web information service of the U.S. Southern European Task Force (Airborne). The home page of this web service is located at http://www.setaf.army.mil/SJA
Mission

The mission of this web service is to support the overall mission of SETAF through the dissemination of publicly releasable information, for which SJA is directly responsible, materially satisfying the information needs or mission objectives of one or more target audiences, while taking into account operational security, privacy considerations, and force protection. 

Policy

This web service is operated in accordance with policies established by the U.S. Department of Defense (DoD). The current DoD policy document is DoD Web Site Administration Policies Procedures, dated 25 Nov 1998. 

Privacy and Security

This web information service is provided as a public service by SJA. 

Information presented via this web service is considered public information and may be distributed or copied. Use of appropriate byline/photo/image credits is requested.

This site does not use persistent cookies (persistent tokens that pass information back and forth from the client machine to the server), nor does it use session cookies (tokens that remain active only until you close your browser).

For site management, information is collected for statistical purposes. This government computer system uses software programs to create summary statistics. The purposes of these summary statistics include assessing what information is of most and least interest, determining technical design specifications, monitoring system performance and identifying problem areas. Statistical information collected is limited to host name (IP) address of visitor's Internet Service Provider, browser type used, date and time of visit, location of requested file, status code indicating if files were downloaded, size of requested file in bytes, and last site the person visited indicating how people locate this Web site. No other user-identifying information is collected.

For site security purposes and to ensure that this service remains available to all users, this government computer system employs software programs to monitor network traffic to identify unauthorized attempts to upload or change information, or otherwise cause damage.

Except for authorized law enforcement investigations, no other attempts are made to identify individual users or their usage habits. Raw data logs are used for no other purposes and are scheduled for regular destruction in accordance with National Archives and Records Administration General Schedule 20. All data collection activities are in strict accordance with DoD Directive 5240.1.

Unauthorized attempts to upload information or change information on this service are strictly prohibited and may be punishable under the Computer Fraud and Abuse Act of 1986 and the National Information Infrastructure Protection Act.

For more information on regulations and policies visit: http://www.defenselink.mil/admin/about.html#WebPolicies
External Links

The appearance of external hyperlinks does not constitute endorsement by SETAF or SJA of the linked web sites, or the information, products or services contained therein. SETAF does not exercise any editorial control over the information you may find at these locations. All links are provided consistent with the stated purpose this Department of Defense (DoD) web site.

Please contact the Webmaster about existing external links which you believe are inappropriate and about specific additional external links which you believe ought to be included.

Webmaster

This Web site is maintained by the SETAF/22d Area Support Group Public Affairs Office on Caserma Ederle, Vicenza, Italy. We appreciate any suggestions for improved functionality or appearance of this service. We welcome your contribution. 

Please send comments to the SETAF webmaster.


